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ABSTRACT
This paper presents an approach for merging information
automatically aggregated from open repositories and expert
knowledge related to digital preservation. The main con-
tribution of this work is the employment of fuzzy models to
support digital preservation experts with semi-automatic es-
timation of“endangerment level” for file formats. Our goal is
to make use of a solid knowledge base automatically aggre-
gated from linked open data repositories to detect conflicts
and inaccuracies in this data in order to improve the quality
of a risk analysis process. The proposed method is meant
to facilitate decision making with regard to preservation of
digital content in libraries and archives using domain expert
knowledge. To allow reasoning, even in the case of inconsis-
tent data, we employ fuzzy logic techniques for transforming
information about formats with user friendly metrics. The
goal is to bring conflicting and incorrect information to the
surface for correction and improvement by community. The
analysis of a survey regarding the risk factors for file formats
was used as an input for the fuzzy model and is presented
in the evaluation section.

Categories and Subject Descriptors
H.3.7 [Digital Libraries]: System issues; H.3.5 [Online
Information Services]: Web-based services

General Terms
infrastructure

Keywords
digital preservation, risk analysis, linked open data, preser-
vation planning, ontology matching, information integration

1. INTRODUCTION
In recent years, libraries, archives and museums have been
carrying out large-scale digitization projects and have been
including an increasing amount of born digital content in
their collections. As a result, new digital collections that
comprise millions of objects were created; and the goal is
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to make them available on long term basis. Consequently,
digital libraries are facing a paradigm shift regarding preser-
vation, maintenance and quality assurance of these collec-
tions. Therefore, automated solutions for data management
and digital preservation are imperatively necessary.
One of the core preservation activities deals with the evalua-
tion of appropriate formats used for encoding digital content.
The preservation risks for a particular file format are difficult
to estimate [Graf and Gordea 2013]. The definition of risk
factors and associated metrics is still an open research topic
in the digital preservation community1. Involvement of dig-
ital preservation experts is required for collecting complete
information and evaluating preservation risks[Ayris et al.
2008]. Currently, each institution defines its own risk factors
for long term preservation depending on particular project,
preservation goals, workflows and assets. The richness and
the quality of individual knowledge bases play an important
role in making decisions on preservation planning, but often
these resources do not contain all of the necessary semantic
information for performing a faithful (automatic) evaluation
of file formats.

Many file formats are properly documented, are open-source
and well supported by software vendors. Other formats may
be outdated or no longer functional with modern software
or hardware. There are also custom/proprietary formats,
which might be obsolete and not renderable with commodity
hardware. To address these problems, we employ the File
Format Metadata Aggregator (FFMA) [Graf and Gordea
2012]) system and the information integration approach de-
picted in Figure 1. FFMA is a part of knowledge base rec-
ommender DiPRec [Gordea et al. 2011], which reuses the
experience of building preservation planning tools and of-
fers assessment for long-term preservation of digital content.
This tool performs an analysis of file formats based on the
concept of risk scores.
The main contribution of the current work is the develop-
ment of an Expert System based on fuzzy rules for per-
forming the analysis of digital collections. Fuzzy rules are
employed for handling the level of uncertainty associated
with the information aggregated from Linked Open Data
(LOD). Decision support based on the elaborated rule en-
gine provided by FFMA and fuzzy rules is meant to support
institutions like libraries and archives with assessment for

1http://www.openplanetsfoundation.org/blogs/
2013-09-30-assessing-file-format-risks-searching-bigfoot
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Figure 1: PRONOM, DBPedia, Freebase and Fileinfo digital preservation domain related ontology sections
mapped to the DiPRec file format ontology.

analyzing their digital assets. The basis for risk metrics cal-
culation was provided by study organised by Heather Ryan
while she was at the University of North Carolina at Chapel
Hill[Ryan 2013] which takes in account twenty eight risk
factors. Evaluation metrics were defined for each of these
factors based on the knowledge of digital preservation com-
munity. We aim at defining a fuzzy model and metrics in-
tended to provide decision making support based on expert
community knowledge. The paper is structured as follows:
Section 2 gives an overview of related work and concepts.
Section 3 explains the risk analysis process, knowledge ag-
gregation process from LOD repositories as well as ontology
mapping, fuzzy modelling and algorithmic details of endan-
germent analysis. Section 4 presents the experimental setup,
file formats study, applied methods for fuzzy analysis and re-
sults. Section 5 concludes the paper and gives an outlook
about planned future work.

2. RELATED WORK
The main issue addressed in this work is the controversial
understanding of format obsolescence. Andrew Jackson pro-

vides an overview of this topic in [Jackson 2012] where he
evaluated competing hypotheses regarding the software ob-
solescence issue. He employed format identification tools for
selecting appropriate preservation strategies. One of these
hypothesis is presented by Rothenberg [Rothenberg 2012]
and emphasizes that all formats should be considered brit-
tle and transient, and that frequent preservation actions will
be required in order to keep data publicly accessible. In con-
trast to that hypothesis Rosenthal [Rosenthal 2010] claims
that no one supporter of format migration strategy was able
to identify even one format that has gone obsolete in the
last two decades. Rosenthal argues that the network effects
of data sharing inhibit obsolescence.

Accurate format identification and rendering is a challeng-
ing task due to malformed MIME types, rendering expenses,
dependence on some content not embedded in the file, miss-
ing colour tables, changed fonts, etc. In [Jackson 2012], the
author examines how the network effects could stabilise for-
mats against obsolescence in order to understand the warn-
ings, choices and costs involved. This evaluation should help
to meet a preservation strategy: either to perform frequent



preservation actions to keep data accessible or to concen-
trate on storing the content and using available rendering
software. The result of evaluation demonstrates that most
formats last much longer than five years, that network ef-
fects stabilise formats, and that new formats appear at a
modest, manageable rate. However, he also found a number
of formats and versions that are fading from use and that
every corpus contains its own biases.

The digital preservation tools like PANIC [Hunter and Choud-
hury 2006], AONS II [Pearson and Webb 2008], SPOT [Ver-
maaten et al. 2012], P2 registry [David Tarrant 2011], aimed
at identifying file formats used for encoding digital collec-
tions and informing repository managers of events that might
impact the access to the stored content. They also define
mechanisms for alerting when file formats become obsolete.
These tools demonstrate significant differences to our ap-
proach. They do not apply metrics for risk calculation, and
take in account significantly fewer properties. Often these
properties are estimated and not measurable, do not ex-
ploit the knowledge available to the public, or are limited to
particular open sources. Also, there is no common under-
standing in the community about the meaning of the term
“obsolete”as mentioned above. In the proposed approach we
do not intend to mark down obsoleted formats, since there
are different hypotheses and no common accepted definition
for format obsolescence. We estimate obsolescence in rela-
tion to the additional effort required to render a file beyond
the capability of a regular PC setup in a particular institu-
tion. This is consistent with the “institutional obsolescence”
concept saying that a particular format that would no longer
render on a PC in an institution’s reading room should be
considered obsolete.

An application of Natural Language Processing (NLP) in-
stead of numerical data for computing and reasoning us-
ing fuzzy logic is described in [Lee 1990]. A survey of the
fuzzy logic controller (FLC) presented in [Zadeh 1996] evalu-
ates a linguistic control methodologies, the derivation of the
fuzzy control rules and an analysis of fuzzy reasoning mech-
anisms. The qualitative safety modelling in [Sii et al. 2001]
is performed employing fuzzy IF - THEN rules. Compared
to existing digital preservation recommenders the proposed
approach is more effective due to the use of more complex
fuzzy rules. Existing tools are not well suited for dealing
with aggregated LOD data having a level of uncertainty due
to conflicts and inaccuracies between different sources. In-
accuracies in this sense are slightly different measurements,
which do not impact the overall evaluation of the risk factor.
E.g. software count for PDF format provided by Freebase is
12 whereas Fileinfo describes 25 tools. We define conflicts
as significant contradictions implying different conclusions
on risk factor evaluation. E.g. PRONOM classification for
PDF format is “page description” that contradicts the Free-
base genre for this format, “graphics file format”. A fuzzy-
logic-based approach is more appropriate for the correctness
analysis. The provided Expert System deals directly with
the linguistic terms commonly used in the digital preserva-
tion community for quality assessment. Our research focuses
on the development and representation of user friendly and
easily understandable linguistic variables to confidence lev-
els. These variables are then quantified using fuzzy logic.
Inspired by [Pearson and Webb 2008] we realized the need

to develop a central web service that shares the results of
open data aggregation and correctness assessments with the
community of interest. We aim at defining endangerment
metrics based on the experience of community members who
share their individual expertise on defining and identifying
risk factors.

3. ENDANGERMENT ANALYSIS
Digital preservation is an area where we have to take into ac-
count fuzziness and a high amount of descriptions regarding
the encoding formats. The description of file formats aggre-
gated from open repositories is often far from being com-
plete and accurate. Therefore, we support the aggregation
of expert knowledge for enhancing such a repository with
high confidence information. The proposed Expert System
should identify conflicts and inaccuracies and provide as-
sessment on the “institutional obsolescence” of file formats.
We realized that the digital preservation community already
uses multiple format registries and doesn’t trust “expert sys-
tems” for making preservation related decisions. Instead,
they recognize the need for support systems that aggregate
and compare knowledge about the file formats (i.e. in form
of metrics). This approach should help to uncover conflict-
ing and untrusted information so that domain experts may
correct it according to the policies established in their insti-
tution.

ENDANGERMENT 
REPORT

DBPedia

KNOWLEDGE 
AGGREGATION

Freebase

Pronom Fileinfo

METRICS
COMPUTATION

ENDANGERMENT
COMPUTATION 

MODEL

Figure 2: The workflow for the format endanger-
ment analysis.

Figure 2 sketches the workflow used within the endanger-
ment analysis process. The creation of endangerment anal-
ysis reports is a two-step process based on the definition of
fuzzy factors (i.e. Endangerment Computation Model). The
second step is the computation and interpretation of fuzzy
metrics (i.e. Metrics Computation). The building of the
knowledge base (i.e. Knowledge Aggregation) is a prereq-
uisite for performing the endangerment computations[Graf
and Gordea 2013]. This includes the acquisition of expert
knowledge and the aggregation of file format data in a com-
mon domain model. The final report contains detailed in-
formation about the endangerment level, including quantifi-
cations of the evaluation factors, the computed metrics for
inaccuracy and conflicting descriptions of each format.

3.1 Endangerment Computation Model
The rule-based system uses a fuzzy model to estimate the
endangerment level (i.e. high vs. middle vs. low) for the
analysed file formats. The computation of the overall en-
dangerment level is performed by integrating the view of
the expert community (see Figure 2) and by using the asso-
ciated fuzzy rule model (see Figure 3). The Endangerment



Computation Model (ECM) can be customized to model the
policies of a particular organisation.

The model proposed for evaluating the endangerment level
comprises three blocks of rules grouped by their impact level
(see Figure 3). Each of the factors taken in account are eval-
uated based on the associated metrics. The analysis of risk
factor calculations delivers three fold results. An “endanger-
ment” output estimates the endangerment levels. A “con-
flicts” output analyses the conflicting information received
from different sources. This analysis takes in account format
properties that include: description, software count, vendor
count, compression, versions count, existence period, com-
plexity, dissemination, deprecation, genre, homepage, stan-
dard, migration, digital rights, popularity, web browser sup-
port, MIME, timestamp, etc. This module estimates the
severity of the conflicts and their occuring rate. For ex-
ample see Table 3 in detailed report section. Finally, we
have defined the “inaccuracies” part that tracks inaccuracies
associated with a particular file format, it estimates their
severity level and their count. By combining the outputs
of these three modules, the inference engine concludes the
overall endangerment level and evaluates the risks for the
analysed format. More about the risk factors is described in
Section 4.3.
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Figure 3: An inference model for calculation of en-
dangerment level.

3.2 Metric Computation Model
The metrics for the rule “Complexity” in Figure 4 have dif-
ferent ranges for input values that are presented in angular
braces. These ranges can be numerical, boolean or textual.
The input values for these ranges can be retrieved from LOD
repositories employing FFMA tool. As a sample for this
rule we will analyze the PDF format. The metric “DIS-
CLOSURE” becomes input value “yes” since it is an open
standard ISO 32000 as stated in “Adobe” vendor documen-
tation pointed by Fileinfo registry. This format is broadly
used by thousands of vendors worldwide. The estimation
of document numbers is hard to define because of different
types of documentation like books, textual documents and
HTML tutorials. We have counted 1662 tutorial documents
and each of them has in average 2 pages. Number of formu-
las in documentation has low relevance in our opinion but
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Figure 4: An inference system for calculation of the
complexity risk factor by employing of the associ-
ated metrics for the given file format.

Overall endangerment score 

M
em

b
e

rs
h

ip
 d

e
gr

ee
 

Score 

Probability, (%) 

Figure 5: Plot of resulting endangerment level esti-
mation as a result of all factors calculated by asso-
ciated metrics.

it would make sense to estimate number of code snippets
or screenshots. In that sense we counted this metric with
4 per page in average. Features count can be also found
in documentation and is given by at least 10 top features
but that can’t be automated. We have found 8 color spaces.
The effort to sustain information objects can be very differ-
ent depending on organisation goals and can be measured
in money amount and/or working hours. The intelligibil-
ity and understandability of this format is high since it can
incorporate another formats, renders on different operation
systems and has a high level of community and vendor sup-
port. PDF is supported by 28 software tools (see Table
2) that has middle level in our classification. As a part of
training we found 10 test scenarios. PDF supports text,
drawings, videos, audio, 3D maps, full-color graphics, pho-
tos and business logic. Rules of the format are very difficult
to estimate since rule definition is vague. We found 19 rules
meaning different aspects of the standard.

The Figure 5 depicts graphical representation of previously



Figure 6: Example fuzzy rule definition for endan-
germent rule.

defined fuzzy rules and their membership functions.

The Figure 6 shows an example fuzzy rule with associated
values. These example demonstrates membership function
m(x) definition.

Using a fuzzy model allows us to deduce approximations of
solid data points by aggregating multiple natural language
data sources with varying levels of accuracy. The fuzzyfica-
tion is required in order to estimate format endangerment
according to various facets of risk factors. Using fuzzifica-
tion we obtain individual metrics for various risk factors.
The fuzzyfication maps the numerical values to the decision
variables by using the membership functions. By combining
all defined fuzzyfied variables we can construct a hierarchical
fuzzy inference system, since the output of a fuzzy inference
module can be used as input for the next level of inference
within the system. For example, the inference module for
the complexity risk factor depicted in Figure 4 is used as
input for the inference model presented in Figure 3.

A concrete example of complexity calculation is presented in
Section 4. presented in the following sections. A fuzzy set
estimates the risk level of a factor as belonging to the impact
categories “Low”, “Middle” and “High”. This is decided by
using membership functions as the ones presented within the
Equations 1-5.

(U,m) = {
m(xLOW )

xLOW
,
m(xMID)

xMID
,
m(xHIGH)

xHIGH
}, (1)

x ∈ U (2)

m(xLOW ) =

{
1, if 0 < x ≤ 25,

− x
10

+ 3.5, if 25 < x ≤ 35,
(3)

m(xMID) =


x
10
− 2.5, if 25 < x ≤ 35,

1, if 35 < x ≤ 55,

− x
10

+ 6.5, if 55 < x ≤ 65,

(4)

m(xHIGH) =

{
x
10
− 6.5, if 55 < x ≤ 65,

1, if 65 < x ≤ 100.
(5)

Where (U,m) denotes a fuzzy set U with membership func-
tion m(x). The concrete instances x belong to the set U with
different degrees of membership quantified in numeric values
- from not included (m(x) = 0) to fully included (m(x) = 1).

3.3 Knowledge Aggregation
The FFMA module[Graf and Gordea 2013] for aggregation
of file format descriptions collects information from LOD
repositories and enhances it by aggregation of expert knowl-
edge. A specific exploitation context may customize which

LOD repositories should be used and which file format prop-
erties are of interest for particular institutional context. The
File Format Data Aggregation module is responsible for col-
lecting descriptions on file format-related information from
the open knowledge bases, while the FFMA engine combines
the outcome of the module with the knowledge manually
provided by domain experts. The acquired domain knowl-
edge in stored in a local database and further used for rea-
soning in risk computation process. The external knowledge
sources like DBPedia and Freebase manage huge amounts
of LOD triples, which allows one to extract fragmental de-
scriptions on file formats, software applications and software
vendors.

4. EXPERIMENTAL EVALUATION
The goal of evaluation of format risks was the enhancement
of FFMA knowledge base and validation of aggregated data.
This process is described in the correctness calculation work-
flow (see Figure 2). Our hypothesis is that file format data
automatically aggregated from LOD repositories will pro-
vide the fuzzy inference engine with valuable information
and will enable correctness estimation for different file for-
mats. The“high”confidence marked formats should indicate
the currently most reliable file formats for digital preserva-
tion workflows. A Web service was developed that auto-
matically retrieves file format related data from LOD repos-
itories and performs reasoning on collected information em-
ploying specified risk factors. The collected information is
processed, normalized, integrated into the knowledge base.
The programming interface of this service supports querying
for descriptions of the file formats, software, vendors and as-
sociated information. Service supports checking of availabil-
ity of the information in the service database and retrieving
data from LOD repositories if necessary. Another goal of our
evaluation is the need to recognise that format is becoming
obsolete and prepare adequate preservation planning, strate-
gies and actions in response. Our approach should give an
organisation a basis at hand that helps to choose a particular
format and renderer. This decision should be the best choice
for the organisation’s preservation programme. The employ-
ment of Fuzzy technique in comparison to FFMA[Graf and
Gordea 2013] approach is more flexible and emulates a hu-
man expert by concept of partial truth, whereas FFMA risk
system knows only True/False modes of truth.

4.1 Evaluation Data Set
For evaluation purposes a subset of 13 representative, well
known file formats was selected. The GIF, PNG, JPG, BMP
and TIF formats belong to the raster graphics genre. MP3
is the most used audio format, while the PDF format is
mostly used for document formats, having multiple versions
and being well supported by Adobe Acrobat toolset. The
HTML format also has multiple versions and is used for the
creation of Web pages. The DOC and PPT are Microsoft
formats supporting creation of multimedia documents and
presentations. Some outdated file formats are represented
by MAC, SXW and DXF. The MAC is a bitmap graphic
format for the Macintosh, one of the first painting programs
for this OS, supporting greyscale-only graphics. The SXW
is an outdated text format for OpenOffice, while DXF is a
vector graphic format for AutoCAD.

4.2 Computation of Risk Factors



The previously defined rules should be organized in order
to process input values and to infer appropriate conclusions.
As an example, the rule-base system may start endanger-
ment identification for PDF format with the inference en-
gine of the “Complexity” factor in Figure 4 which comprises
11 fuzzy preconditions. The particular input values are de-
picted by the rectangles sorted by impact level that was
evaluated from the survey. Having input values on the left
side and running calculations we receive a confidence level
value 0.89 on the output. According to our FLC definitions
depicted in Figure 5 that means that resulting confidence
level is “high”. The value “high” is a result of matching the
numerical output value 0.89 to the fuzzy rule for calculation
of confidence level using member functions in Equation 1,
where “low” is defined for values in range from 0 to 0.35,
“middle” from 0.25 to 0.65 and “high” from 0.55 to 1.0 re-
spectively. Therefore, the input value of the “Complexity”
factor in Figure 3 is 0.89. The Expert System calculates
the complexity level of the format as “high” if most of the
metrics after fuzzification produce total output value greater
than 0.67. Each of the metrics can again be formulated as a
fuzzy rule according to preferences of particular institution.
Fuzzifying this value we map it to the associated numerical
value using FLC input variables definition. Aggregating all
rule outputs we defuzzify the output value of the total en-
dangerment level that is “high” and map it to the resulting
number 0.93.

An input variable “Resulting Risk” contains three member-
ship functions flagged by the linguistic variables “Low, Mid-
dle and High”. A corresponding graphical representation is
shown in Figure 5. The values for these linguistic variables
range from 0 to 1 and are coming from the inference engine.
For simplicity we transform these values to percents. There-
fore, format risk can be defined as high if its value matches
in a range between 55 and 100 percent. In contrast middle
risk values are between 25 and 65 percent. Finally values
between 0 and 35 percent indicate that there is low risk for
analyzed file format.

Table 1 shows an adapted set of file format risk factor rat-
ing results from a file format study conducted by Heather
Ryan[Ryan 2014]. The study was conducted among 11 digi-
tal preservation experts over three rounds. The relevance of
particular factor as an indicator of file format endangerment,
from the left column on file format risk is defined by values
from 1 to 3. Value 3 in this table stands for “Very relevant”,
2 for “Somewhat relevant”and 1 for “Not relevant at all”
respectively. The most relevant factors according to evalua-
tion are listed first. The column “SUM” depicts the sum of
all votes. The average relevance per factor was calculated
and depicted in the“AVG”column. Also the total endanger-
ment value for each factor wascalculated and presented in
the column “Endangerment level”. This row demonstrates
how relevant the factor is for the whole format estimation
by associated linguistic values in range between “Middle”
and “High”. The detailed information about the spread of
the distribution of the various expert views is presented in
risk factor analysis[Ryan 2014]. This should provide infor-
mation about the degree to which the experts agreed or not
regarding particular risk factors.

The suggested factors cover most of the risk factors iden-

tified in FFMA. Merging these two sets we get a basis for
fuzzy system. The main conclusion from the review pre-
sented in Tables 1 and 2 is that there is a need for some
metrics describing file formats. Such metrics can be auto-
matically provided by the extended FFMA risk model[Graf
and Gordea 2013]. By metrics definition we will stick by
previously presented in FFMA and in survey simple range
Low/Middle/High. The goal by defining metrics is to au-
tomate an evaluation of file format risk. In some situations
many metrics probably are not realistic since no universal
standards for them exist but nevertheless automation can
be possible for institutional use cases with good documented
workflows. Estimation of risk factor risks is impossible with-
out definition of quality metrics and relevant semantics.

4.3 Risk Factors with High Impact
The description of the high impact risk factors is presented
below. The more detailed description and analysis is pre-
sented in the file format study of Heather Ryan[Ryan 2014]

• The ’Backward/Forward Compatibility’ factor influ-
ences how easily and inexpensively content in original
format can be accessed, migrated and meaningfully
rendered and is a mitigating factor of endangerment
or obsolescence of a file format. Measuring of this
factor employs information about software that fails
in reading an older format, about font substitution
failures and about automatically adjusting the color
space. Another attributes for this factor are well doc-
umented format specification, rendering software num-
ber and documentation, licence management, number
of versions, release notes and direct testing support
measurement of backward compatibility that should
be verified by a human.

• The ’Community/3rd Party Support’ factor enables
people to implement the format through the existence
of multiple independent implementations using the same
format. This ensures that the format is stable and
well-defined. It can be measured by number of commu-
nities, by number of software applications supporting
it, by trends of software support compared to previ-
ous time period, by emulation environments and by
counting the number of users or files. It is possible,
proprietary formats are more difficult to be supported
by a community. This factor depends on how much
of the specifications are published and if a file format
contains patented parts or techniques.

• The ’Complexity’ factor can have a different mean-
ing for different institutions. For example, the level of
complexity for PDF is so high that the costs of provid-
ing access might become unsustainable. Measurement
of complexity requires accurate generation of a repre-
sentation network, which is difficult to automate. It is
dependent on specifications quality, implementations
number for the same functionality within a document,
number of testing scenarios. Optionally supported fea-
tures complicate the evaluation of compatibility. The
feature rich specification such as JPEG2000 is more
complex than a very simple specification such as that
of a GIF file. In a long term preservation strategy it
can be much harder to migrate or continue rendering a



Table 1: Risk factors rating for digital preservation of file formats from the survey

Risk Factor SUM AVG Experts Number Endangerment Level

Specifications Available 33 3.000 11 high

Rendering Software Available 32 2.909 11 high

Expertise Available 30 2.727 11 high

Backward/Forward Compatibility 29 2.636 11 high

Community/3rd Party Support 29 2.636 11 high

Ubiquity 29 2.636 11 high

Complexity 27 2.455 11 high

Legal Restrictions 27 2.455 11 high

Technical Dependencies 26 2.364 11 middle

Specification Quality 23 2.300 10 middle

Standardization 25 2.273 11 middle

Cost 25 2.273 11 middle

Ease of Identification 24 2.182 11 middle

Ease of Validation 24 2.182 11 middle

Error-tolerance 22 2.091 11 middle

Value 20 2.000 10 middle

Revision Rate 21 1.909 11 low

Geographic Spread 19 1.900 10 low

Domain Specificity 19 1.900 10 low

Developer/Corporate Support 20 1.818 11 low

Lifetime 20 1.818 11 low

Technical Protection Mechanism 20 1.818 11 low

Metadata Support 18 1.636 11 low

Institutional Policies 16 1.600 10 low

Compression 17 1.545 11 low

Availability Online 15 1.500 10 low

Storage Space 15 1.364 11 low

Viruses 13 1.300 10 low

highly complex file format. Complexity attributes are
depicted in Figure 4.

• The factor ’Expertise Available’ impacts the long-term
viability of rendering, migration or emulation. A dig-
ital preservation expert needs to understand the whole
platform especially proprietary formats. The attributes
for expertise estimation are expert skill level, experi-
ence, software documentation and its date, communi-
ties available and its size, age of technology, popularity
of technology.

• The factor ’Legal Restrictions’ handles restrictions caused
by licensing, which can be a barrier to software devel-
opers providing support for the format. This can be
problematic when selecting an emulation strategy for
long term preservation. The PREMIS metadata stan-
dard has semantic units for capturing this, that might
need to be extended. The EU project ’KEEP’ has
many case studies on this topic. This factor is depen-
dent on licence and number of patents.

• The factor ’Rendering Software Available’ is impor-
tant for understanding when renderability is compro-
mised and then institute the appropriate preservation
planning, strategies and actions necessary to ensure it.
This factor can be evaluated by testing, licencing, con-
tacting vendors, using characterisation software and
technology watch.

• The factor ’Ubiquity’ is based on the assumption is
that widely used format will be less likely subject to
obsolescence. This depends on things like the viabil-
ity of the supplier, whether it is proprietary or not
and the emergence of new more interesting formats.
Well used file formats have both active user commu-
nities and are more attractive to commercial compa-
nies to provide new products to support old formats.
The more ubiquitous a file format, the wider the avail-
ability of toolsets for rendering, validation, identifica-
tion, migration and emulation. Ubiquity attributes are

market survey research, popularity, vendor informa-
tion, proprietary-ness, number of files, web search, and
number of software implementations.

• The factor ’Specification Quality’ expresses the expec-
tation that a specification be complete and well writ-
ten. The better the specification, the better any new
implementation will be. As OAIS notes, sometimes
source code for a renderer is itself representation in-
formation for a format. It is dependent on levels of
satisfaction and specification.

An overview of the computed low level risks for the formats
included in the evaluation set is presented in Table 2. The
values and the interpretations of the most important 23 risk
factors are presented. Within this representation, the “+”
sign stands for true while the “-” sign means false. L de-
picts low risk, M means middle risk and H stands for high
risk. This table shows that among evaluated formats, the
DOC format has the highest number of supported software,
whereas for SXW only one software tool was documented
in LOD repositories. The remaining formats have different
software numbers, mostly between 10 and 40.

The different risk scores for DOC (low) and PPT (middle)
could be explained with larger amount on software tools au-
tomatically detected for DOC (164) comparing to four for
PPT and also with more descriptions for DOC format. Ad-
ditionally, for DOC the genre, creation date, publisher and
creator information were retrieved, whereas these factors are
missing for PPT. This does not mean that such information
does not exist for PPT, it only indicates that this is not
included or not found in LOD repositories. The same con-
sideration is valid for the “software count” value 12 of MP3
format. It is known that there should be much more associ-
ated software tools that are able to handle this format.

At this point it should be stated that not all formats were
analyzed and that evaluated results currently require veri-
fication by human experts and further optimisation of cal-
culation methods. Evaluation results presented in Table 2



Table 2: Exemplarily selected file formats with retrieved information for associated measurement metrics

Risk Factor GIF PNG MP3 PDF JPG DOC HTML TIF BMP PPT MAC SXW DXF

Is Popular Format 5/L 5/L 5/L 5/L 5/L 5/L 5/L 5/L 5/L 5/L 2/H 3/M 5/L

Operation Systems 3/M 4/L 3/M 6/L 4/L 5/L 4/L 3/L 2/M 5/L 2/M 3/M 4/M

Software Count 18/M 21/M 14/M 28/M 17/M 164/L 39/L 135/L 18/M 15/M 122/L 1/H 21/M

Vendors Count 3/L 1/M 3/L 2/L 1/M 1/M 1/M 1/M 1/M 1/M 1/M 1/M 1/M

Versions Count 2/M 3/M 1/L 17/H 9/H 15/H 7/H 9/H 7/H 7/H 1/L 1/L 23/H

Has Description 3/M 3/M 2/H 3/M 2/H 3/M 2/H 3/M 2/H 2/H 2/H 2/H 2/H

Has MIME type +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L -/H -/H -/H

Existence Period +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L

Is Complex Format -/L -/L -/L +/H -/L -/L +/H +/H -/L -/L -/L +/H +/H

Is Wide Disseminated +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L -/H -/H -/H

Is Outdated or Deprecated -/L -/L -/L -/L -/L +/H +/H -/L -/L +/H +/H +/H +/H

Has Genre +/L +/L +/L +/L +/L +/L +/L +/L -/H -/H -/H -/H -/H

Has Homepage +/L -/H -/H +/L -/H -/H -/H -/H +/L -/H -/H -/H -/H

Is Open (Standardised) +/L +/L +/L +/L +/L -/H +/L -/H -/H -/H -/H -/H -/H

Has Creation Date +/L +/L +/L +/L -/H +/L +/L +/L -/H -/H -/H -/H -/H

Has File Migration Support +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L

Digital Rights Information -/H -/H -/H -/H -/H -/H -/H -/H -/H -/H -/H -/H -/H

Has Publisher Information +/L -/H +/L +/L +/L +/L +/L -/H +/L -/H -/H -/H -/H

Has Creator Information +/L -/H +/L +/L +/L +/L +/L -/H +/L -/H -/H -/H -/H

Has Compression Support -/L -/L -/L -/L -/L -/L -/L +/H -/L -/L -/L -/L -/L

Supported by Web Browser +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L

Has Vendor Support +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L +/L

Table 3: Exemplarily selected file formats with re-
trieved correctness information

Format Expert Knowledge Inaccuracies Conflicts Confidence Level

PDF High 2 3 Middle

JP2 High 3 6 Low

JPG Middle 1 1 High

JPX Low 1 1 High

PNG Middle 1 1 High

GIF Middle 1 2 Middle

DOCX Low 0 1 High

TIFF High 0 1 High

are limited to the information automatically collected from
LOD repositories mentioned above, and are customized by
the applied expert rules. Therefore these results cannot be
regarded as absolutely accurate, but they provide a good
overview of the possible preservation risks related to the
given file formats. The classification settings for risk factors
are institutionally dependent and is a matter of discussion
and a future work. The default thresholds are defined based
on the accessible expert knowledge and could be customized
according to preferences of particular user.

4.4 Detailed Report
The evaluation demonstrates 3 that the given approach shares
expertise and supports contradiction comparison for one in-
stitution and addresses specific risks within file formats. In-
formation support provided by the Expert System helps in
solving practical digital preservation issues. But in order
to generate higher value in aggregating the data sources
and exposing conflicts and inaccuracies this tool needs more
and better quality data sources. The column “Inaccuracies”
shows the number of wrong or inaccurate automaticly re-
trieved statements detected by experts. The column “Con-
flicts” demonstrates the number of controversial automati-
cally retrieved statements detected by experts.

Although FFMA provides valuable information that well de-
scribes the evaluated formats, the accuracy of data collected
in the FFMA knowledge base should be examined by ex-
perts. The PDF is marked as a non-compressed format, but
experts state that PDF nearly always uses flat compression,
whereas a whole array of compression methods may be used
for images. PNG, JPG and GIF are flagged in FFMA as un-
compressed whereas they have compression. The Jpeg2000
format according to FFMA is not supported by any soft-

ware and does not have a MIME type, is frequently used
and is supported by web browsers. In reality these factors
are wrong in FFMA. The JPX format is marked as a non-
compressed that should be less complex than JP2, but ac-
tually it is an extension of Jpeg2000 with added complexity.
The GIF is marked as having the highest risk. The TIFF for-
mat should have higher risk than PDF or DOCX. The PDF
can be a container for Jpeg2000 which is considered high-
risk in FFMA. The mentioned confidence levels should not
be regarded as a preservation risk estimation for associated
format. Currently FFMA provides generalized information
about formats, without addressing specific risks within for-
mats.It should be mentioned that presented confidence levels
are considered in relation of FFMA results to expert knowl-
edge. These are FFMA evaluation results and should help
the user to resolve these contradictions.

5. CONCLUSIONS
In this work we presented an approach for bringing together
information automatically aggregated from open sources and
an expert knowledge related to digital preservation. The
main contribution of this work is the definition and computa-
tion of fuzzy logic for metrics generation in order to support
digital preservation experts in semi-automatic estimation of
“institutional obsolescence” for file formats. We aggregated
a solid knowledge base from linked open data repositories.
In the correctness report we exposed conflicts and inaccura-
cies in these data in order to improve the quality of a risk
analysis in the digital preservation domain. This method fa-
cilitates decision making with regard to the preservation of
digital content in libraries and archives using expert knowl-
edge as a basis. We have developed a tool for aggregating
file format descriptions that exploits available linked data re-
sources and uses expert models to infer knowledge regarding
the long-term preservation of digital content. The ontology
mapping technique that comprises expert rules and cluster-
ing is employed for collecting the information from the web
and integrating it in a common representation.

We employed fuzzy logic techniques for processing aggre-
gated information about formats using metrics in order to
bring conflicted and incorrect information to the surface for
correction and improvement by the community. The analy-
sis of a sub-set of results from a study on the risk factors for



file formats was integrated in a fuzzy model and is presented
in the evaluation section.

The evaluation demonstrates that the given approach shares
expertise and supports contradiction comparison for one in-
stitution and addresses specific risks within file formats. In-
formation support provided by the Expert System helps in
solving practical digital preservation issues. But in order to
generate higher value in aggregating the data sources and
exposing conflicts and inaccuracies this tool needs more and
better quality data sources. The analysis and measurement
provided by developed Expert System is about the reduction
of uncertainty and not about the elimination of it. Using our
system with its metrics we have the ability to measure and
the ability to think about how we can use these measure-
ments.

As future work we plan to increase the amount of aggregated
information, to extend an Expert System with additional
fuzzy rules and to improve its accuracy and quality of the
outputs.
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