ABSTRACT

The Memento protocol tightly integrates the Web of the Present and that of the Past, making it possible to seamlessly navigate between both. The protocol defines an interoperable approach to access versions of a resource in web archives or content management systems such as wikis that leverage the URI of that resource and the datetime of the required resource version. Technically, the Memento protocol is an extension of HTTP that is fully based on the primitives of Web interoperability: URIs, resource representations, links, content negotiation. The tutorial will give an in-depth insight in various aspects of the Memento protocol that meanwhile has been published as RFC 7089.
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1. TUTORIAL OUTLINE

The tutorial will provide a detailed insight in various aspects of the Memento “Time Travel for the Web” protocol. The tutorial is aimed to be useful for developers interested in implementing Memento compliant clients or servers, and project managers, information architects, repository administrators interested in learning whether and how Memento concepts can be used to meet challenges they face in the realm of resource versioning.

The remainder of this section details the focus areas of the tutorial.

1.1 Motivation

The tutorial will start by providing an insight in the motivation for the multi-year Memento effort, which is to be found in the poor integration between the Present and the Past Web. This lack of integration is exemplified by problems related to navigating from the current version of a resource to past versions, from past versions to the current version, and to consistently navigate the Web of the Past.

1.2 Memento Protocol

The effort to specify the Memento protocol started in late 2009 and concluded in December 2013 with the publication of the specification as an IETF RFC [1]. The core ingredients of the protocol will be introduced (datetime negotiation, Original Resource, TimeGate, TimeMap, Memento, Memento HTTP Headers) and the client-server interactions will be detailed for various patterns that differ mainly in whether an Original Resource, its TimeGate, and its Mementos reside on the same server or not. Special attention will be given to aspects of Memento Aggregation, which allows locating the temporally most appropriate archived resource version across web archives.

1.3 Memento and Resource Versioning

The Memento protocol is closely aligned with a common resource versioning pattern that consists of:

- Having a generic URI where at any moment in time the current version of the resource is accessible.
- Having a dedicated version URI for each resource version.

Systems that support this resource versioning pattern do not necessarily need to implement the entire protocol at once but can gradually implement aspects of it in a modular manner, with each step along the path providing increased functionality regarding access to resource versions. The incremental steps, as described in [2], will be explained:

- Providing HTTP response headers for resource versions to convey version date and links
- Publishing a TimeMap, a list of resource versions
- Exposing a TimeGate that supports datetime negotiation to access resource versions

1.4 Memento and Web Persistence

Memento’s time travel capability provides an essential ingredient to address the well-known link rot, also known as “404 Not Found”, problem. If a link is broken, follow it back into the past and obtain a version from a web archive or resource versioning system. But, as described in [3], in order to fully tackle the problem, several open questions remain to be answered, including: Which date should be used for time travel; How to convey information about a known archival version of a linked resource in an HTML page, and how to make sure such archival versions are created in the first place? The tutorial will provide insights in the thinking of two ongoing activities with this regard:

- Hiberlink¹, a Mellon-funded collaboration between the Los Alamos National Laboratory and the University of

---

¹ Hiberlink, [http://hiberlink.org](http://hiberlink.org)
Edinburgh that investigates the extent and nature of reference rot in web-based scholarly communication and explores approaches to ameliorate the problem. The project is inspired by a 2011 pilot study [4] that quantified scholarly link rot at an unprecedented scale.

- Internet Robustness, a collaboration between Harvard University, the Los Alamos National Laboratory, and Old Dominion University aimed at increasing link robustness by specifying how to express information about archival versions of resources that are linked from an HTML page. The project has close ties with the study pertaining to reference rot in legal citations [5] and the perma.cc effort aimed at pro-actively archiving resources linked from legal literature.

1.5 Memento Tools
A wide range of Memento compliant tools is meanwhile available, and the tutorial will provide an overview of the most prominent server-side and client-side ones, including Global Open Wayback, SiteStory, Memento MediaWiki extension, Memento Time Travel for Chrome, and mcurl.

1.6 Memento at Work
The power of Memento’s time travel will be illustrated by means of demonstration of both production and experimental versions of Memento-related tools.
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